I ENCONTRO NACIONAL DE
ENCARREGADAS E ENCARREGADOS DE
DADOS DO PODER JUDICIARIO

CARTA DE BRASILIA

As Encarregadas e os Encarregados pelo Tratamento de Dados do Poder Judiciario, reunidos
em Brasilia por ocasido do | Encontro Nacional promovido pelo Conselho Nacional de Justicga,
em 9 de outubro de 2025, subscrevem a presente Carta de Brasilia com o propédsito de
reafirmar o compromisso institucional do Judicidrio brasileiro com a protecdo de dados
pessoais, a segurancga da informacgao e a inovagao responsavel. Este instrumento, reflexo do
dialogo e da cooperacao entre profissionais vinculados a tribunais de diferentes ramos da
Justica de todo o pais, sugere diretrizes e apresenta propostas com vistas a fortalecer a
governancga de dados e garantir a plena efetividade dos direitos fundamentais assegurados pela
Lei Geral de Protecao de Dados Pessoais (LGPD).

1. O fortalecimento do papel institucional do Encarregado

E indispensavel que cada tribunal assegure ao Encarregado pelo Tratamento de Dados
Pessoais condicbes adequadas de atuagdo, autonomia técnica, apoio multidisciplinar,
estrutura organizacional e participagao efetiva nas instancias de governanga, especialmente
em temas relacionados a protegéo de dados pessoais, a seguranga dainformagao e ainovagao
tecnoldgica. E essencial que a administracdo apoie a estruturagdo do gabinete do Encarregado
pelo Tratamento de Dados Pessoais, garantindo equipe dedicada e recursos para o exercicio
de suas funcgoes, destacando aimportancia de que necessidades da area sejam contempladas
na elaboracao da politica orgamentaria dos tribunais, ouvindo-se formalmente o Encarregado.
A criacdo de uma funcéo gratificada especifica € medida necesséaria para reconhecer a
relevancia estratégica do cargo e permitir que o Encarregado atue com dedicagcao e
independéncia, fortalecendo a governanca de dados e a conformidade com a LGPD.
Importante ressaltar que o exercicio da funcao de Encarregada e de Encarregado pelo
Tratamento de Dados Pessoais, pela sua tecnicidade, pressupde capacitacao especifica ou
experiéncia reconhecida, assegurada politica permanente de formacao pelas Escolas Judiciais
e parceiros externos, com atualizagbes periddicas, sem exigir formagao profissional ou
certificacdo determinada, nos termos do art. 14 da Resolugao CD/ANPD n© 18/2024.

2. A centralidade da governanca de dados e da inovagao responsavel

E inadidvel que os tribunais incorporem os principios da abordagem Privacidade desde a
Concepcao (Privacy by Design) em todas as praticas institucionais. A utilizagdo de solugdes de
inteligéncia artificial deve observar pardmetros éticos e juridicos que assegurem transparéncia,
explicabilidade, supervisdo humana e prevencao de vieses, de modo a resguardar os direitos
fundamentais dos cidadaos, em linha com as prescricdes da Resolugdo CNJ n. 615/2025.
Recomenda-se ainda a instituicdo de governancga integrada da informacao, com alinhamento
intersetorial com as areas de tecnologia da informacéo, ciberseguranga, transparéncia e
inteligéncia artificial e a adocédo de medidas harmonicas para harmonizar LGPD, LAI, dados
abertos, seguranca e IA.
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3. Aprioridade da seguranca da informacéo e da gestdo de incidentes

A segurancga da informacao deve ser tratada como prioridade estratégica. E essencial que os
tribunais mantenham estruturas eficazes de prevencédo, deteccédo e resposta a incidentes,
capazes de garantir tempestividade, transparéncia e aprendizado organizacional.

4. A efetividade dos direitos dos titulares e a transparéncia

E imperioso que todos os tribunais consolidem canais acessiveis e padronizados para o
exercicio dos direitos previstos na LGPD. Estimulamos que os tribunais priorizem a
implantacdao de um fluxo padronizado, célere e auditavel para as solicitagbes de titulares
(DSAR), com canal unico de entrada e verificacdo de identidade, com a definicdo de prazos
internos compativeis com os prazos legais, comunicagao transparente do status ao titular e
registros completos para fins de accountability. As politicas de privacidade devem ser publicas,
claras e atualizadas, reforcando a transparéncia e a legitimidade da atuacao do Poder Judiciario
na protecao dos dados pessoais custodiados. Adicionalmente, recomendamos a divulgacéao
publica anual de relatérios de conformidade e de incidentes relevantes, com indicadores,
descricao das providéncias adotadas, medidas de mitigacéo e licoes aprendidas, preservados
o sigilo legal e a protecéo de dados pessoais.

5. A consolidagao da cultura de privacidade e protecdo de dados pessoais

A consolidacdo de uma cultura de privacidade e protecado de dados pessoais exige programas
permanentes de formacdo e sensibilizagcdo, envolvendo magistrados, servidores,
colaboradores terceirizados e estagiarios, com énfase também em seguranga da informacgéo e
no uso ético da inteligéncia artificial. Sublinhamos a importéncia de que os tribunais instituam
politica permanente de formagdo com dotagao orcamentaria, metas e cronograma anual,
abrangendo LGPD, seguranca da informacao, gestao de incidentes, prova digital e inteligéncia
artificial responsavel, em cooperagao com o ANPD, instituicdes académicas e outros atores do
sistema de Justica, de modo a fomentar a cultura de protecdo de dados, consolidar
capacidades institucionais e reduzir riscos de conformidade.

6. Acriagao do Colégio de Encarregados do Poder Judiciario

Propomos ainstituicao do Colégio de Encarregados de Dados do Poder Judiciario, inspiradoem
experiéncias exitosas de outros orgaos publicos, como instédncia permanente de cooperagao,
integracao e produgao de orientagdes técnicas. Este Colégio tera como missdo harmonizar
praticas, compartilhar experiéncias e fortalecer a interlocugao nacional sobre protegcao de
dados pessoais no Judiciario.
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7. Especializagdo de unidades jurisdicionais em matéria de protegcao de dados

Sugerimos que os tribunais avaliem a oportunidade e conveniéncia de especializar unidades
jurisdicionais para o processamento e julgamento de demandas relacionadas a protegao de
dados e a privacidade, assegurando capacitagao especifica de magistradas, magistrados e
servidores. A especializacdo pode aproveitar a estrutura dos Nucleos de Justica 4.0, instituidos
pela Resolugao CNJ n® 385/2021, e deve ser acompanhada de protocolos de atuagéo, critérios
claros de competéncia e distribui¢cdo, além de apoio de equipes multidisciplinares (tecnologia
da informacao, seguranca da informacao e prova digital), preferencialmente em articulagao
com as escolasjudiciais, com o objetivo de qualificar, uniformizar e dar celeridade as decisdes,
fortalecendo a tutela de direitos no ambiente digital.

8. A necessidade de cooperacgao interinstitucional continua

Reiteramos a importancia de fortalecer o dialogo entre os tribunais, o Conselho Nacional de
Justica e os demais 6rgaos de controle, a fim de consolidar um ecossistema de governancga de
dados pessoais que seja ético, seguro, transparente e sustentavel, compativel com as
inovagoes tecnoldgicas e as demandas sociais contemporaneas.

9. A qualificagao estatistica das demandas de protegcao de dados

Sensibilizamos os tribunais a adotarem procedimentos para a classificacdo das demandas
relacionadas a protecao de dados pessoais, mediante a utilizagdo dos temas e subtemas
adequados das Tabelas Processuais Unificadas, de modo a elevar a acuracia do sistema de
estatistica do Poder Judiciario, viabilizando transparéncia e formulagao de politicas publicas.

10. O monitoramento da Resolugdo CNJ n°® 363/2021 e diagndstico da implementacgao da
LGPD

Propomos a instituicdo de um programa permanente de monitoramento do cumprimento da
Resolucao CNJ n° 363/2021 e da implementacao da LGPD nos tribunais, com realizagcao de
diagndstico nacional padronizado para estabelecer linha de base e metas evolutivas.
Recomenda-se a adocao de matriz de maturidade com niveis e indicadores auditaveis,
acompanhada de planos de ag¢ao por tribunal, com responsaveis, prazos e entregaveis.

11. Cartilha nacional e repositério de boas praticas

Recomendamos a elaboracdo de uma cartilha nacional contendo checklists, roteiros
operacionais, modelos de documentos e fluxos sugeridos, coproduzida com os Encarregados
de Dados, com curadoria técnica do CNJ, prevendo controle de versionamento, registro de
mudancas e atualizacoes periddicas.

12. A promogao de encontros semestrais para integracao e disseminacao de boas praticas

Propomos que seja instituida a realizagao de encontros semestrais entre Encarregadas e
Encarregados de Dados do Poder Judiciario, alternando-se a cada semestre entre encontros

CONSELHO
NACIONAL
DE JUSTICA




&

I ENCONTRO NACIONAL DE
ENCARREGADAS E ENCARREGADOS DE
DADOS DO PODER JUDICIARIO

S

regionais e encontros nacionais nos tribunais. Essa agenda de reunides periodicas visa
promover a integracdo entre os responsaveis pela protecdo de dados, estimular o
compartilhamento de experiéncias, discutir os principais desafios enfrentados, difundir
iniciativas bem-sucedidas e aprimorar continuamente as melhores praticas no ambito da
protecao de dados pessoais. Acreditamos que a regularidade e alternancia desses encontros
fortalecera a rede colaborativa, ampliando a qualificacdo técnica e a capacidade institucional
do Judiciario para lidar com os avangos tecnolégicos e garantir os direitos fundamentais dos
cidadéos.

13. Aregulamentacao da protecao de dados na prestacgao jurisdicional

Propomos a elaboracéao participativa de uma cartilha nacional, com curadoria técnica do CNJ,
e contribuicdo de magistrados, servidores, atores do sistema de justica, entidades da
sociedade civil e especialistas, para orientar a harmonizacao entre a LGPD, a legislagcao
processual sobre segredo e sigilo e a Lei de Acesso a Informacao. Destacamos, ainda, a
relevancia da realizacao de estudos de compatibilidade juridica e de viabilidade técnica da
anonimizacgao na publicacéo de decisdes e bases jurisprudenciais.

14. Elaboragéao de enunciados

Inspirado no modelo do Tribunal de Justica do Estado de Santa Catarina, propomos que o
Colégio de Encarregadas e Encarregados de Dados do Poder Judiciario elabore enunciados de
Protecao de Dados com a finalidade de compartilhar boas praticas e orientar a atuacao
institucional. Esses enunciados terdo natureza exclusivamente recomendatéria, sem carater
normativo geral, ndo vinculantes e ndo prescritivos de acdo, ndo criando direitos ou obrigacdes,
nem inovando na ordem juridica, e preservando a autonomia dos tribunais e a independéncia
funcional de magistradas, magistrados e encarregados.

15. Selo Danilo Doneda de Protecao de Dados do Judiciario

Propbe-se a criagao do Selo Danilo Doneda de Protecdo de Dados do Judiciario, em justa
homenagem ao jurista que se tornou referéncia e pioneiro na afirmacgéao da protecéo de dados
como direito fundamental no Brasil. O selo sera concedido pelo Conselho Nacional de Justica
aos tribunais que comprovarem a implementagao consistente de boas praticas de privacidade,
observados critérios técnicos de conformidade, maturidade e transparéncia, servindo como
instrumento de incentivo, reconhecimento publico e harmonizagao de padrdes, sem carater
punitivo. O modelo devera adotar exigéncias progressivas, proporcionais ao ramo de justica e
ao porte do tribunal. O selo tera validade bienal, com publicacao de relatério resumido de
achados e plano de melhoria; podera contemplar niveis, a exemplo do Selo CNJ de Qualidade,
e menc¢des honrosas para iniciativas inovadoras de alto impacto social.
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